
  

We are excited to announce the upcoming 19th International Conference on Critical 
Information Infrastructures Security (CRITIS2024), a premier forum for sharing advanced 
research and innovative practices in the safeguarding of essential services and facilities. This 
conference invites experts, scholars, and practitioners to contribute their latest Fndings and 
experiences in protecting the backbone of our society's functionality and resilience.  

In an era where the security and stability of critical infrastructures are increasingly under threat, 
this conference serves as a vital platform for interdisciplinary dialogue and collaboration. We 
welcome submissions focused on Critical (Information) Infrastructure Security, aimed at 
addressing the challenges and solutions in defending our vital systems against emerging 
threats and vulnerabilities.  

_________________________________________________________________________  

Important Dates  
  

Invited Session Deadline: May 31st, 2024  

Regular Paper submission: May 31st, 2024   

Ongoing Research Paper Submission: June 30th, 2024   

Noti<cation of acceptance: July 15th, 2024   

Final versions due: August 15th, 2024  

The post-proceedings for regular papers will be published in Springer Lecture Notes in Computer Science (LNCS) 
next spring. Ongoing Research Papers will be limited to 4 pages and will be presented only as Poster.  
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September 18 th - 20 th ,  2024 , Uni v ersit y   Roma TRE, Rome, Italy   

  http:// c ritis2024.uniroma3.i t   

  



CRITIS 2024 Topics  
Topics for CRITIS 2024 include, but are not limited to:  

  

• Protection of Cyber-Physical/Cyber-Physical Human Systems, and Industrial Control Systems  
• Analytics, Strategic Management, (C(I)IP Organization)   
• Security Awareness & Crisis Management for C(I)IP, Human Factors and Critical Services   
• Future, TechWatch & Forecast for C(I)IP and Services Oriented Approaches, Explainable AI and 

Digital Twins   
• Safety & Security: Complex Vulnerability Analysis   
• Intelligence Analysis & Quantum Intelligence   
• Legal Aspects and Ethical Perspectives  
• Climate change implications in Critical Infrastructures and services  
• Natural Threats to Critical Infrastructures  

Other contributions in the infrastructure and services security / resilience are warmly welcome.  
  

Organizing Committee CRITIS 2024  
  

HONORARY CHAIR: Fabio Pistella, Italy GENERAL 
CHAIRS:  

• Stefano Panzieri, Director of MCIPlab (Models for Critical Infrastructure Protection laboratory), 
University Roma TRE, Italy  

• Gabriele Oliva, Director of the Complex Systems and Security Laboratory, Univeristy Campus 
Bio-Medico of Rome, Italy  

PROGRAM CHAIRS:  
• Federica Pascucci, University Roma TRE, Italy  
• Luca Faramondi, University Campus Bio-Medico of Rome, Italy SPECIAL SESSIONS CHAIR:  
• Maurizio Pollino, Head of "Analysis and Protection of Critical Infrastructures" Laboratory - ENEA 

POSTER SESSIONS CHAIR:  
• Gregorio D’Agostino, President of Knowledge Exchange OfWcer - ENEA, Netonets LOCAL 

ORGANIZING CHAIRS:  
• Valeria Bonagura, University Roma TRE, Italy  
• Camilla Fioravanti, University Campus Bio-Medico of Rome, Italy INDUSTRIAL CHAIR:  
• Chiara Foglietta, University Roma TRE, Italy PUBLICITY AND COMMUNICATION CHAIR:  
• Graziana Cavone, University Roma TRE, Italy YOUNG CRITIS AWARD CHAIR:  
• Bernhard M. Hämmerli, Lucerne University of Applied Sciences, Acris GmbH, Switzerland 

CRITIS STEERING COMMITTEE CHAIRS:  
• Bernhard M. Hämmerli, Lucerne University of Applied Sciences, Acris GmbH, Switzerland  
• Javier Lopez, University of Malaga, Spain  
• Stephen D. Wolthusen, Royal Holloway, University of London, UK and NTNU, Norway  

  
  

Please contact us for any question  

stefano.panzieri@uniroma3.it               g.oliva@unicampus.it   

  


